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The book you are holding was created in five days by a dozen
women. It represents the capstone to Deep Lab, a residency host-
ed by the Frank-Ratchye STUDIO for Creative Inquiry at Carne-
gie Mellon University (CMU) in collaboration with CMU’s CyLab
Usable Privacy and Security Laboratory.

Deep Lab is a congress of cyberfeminist researchers, organized
by STUDIO Fellow Addie Wagenknecht to examine how the
themes of privacy, security, surveillance, anonymity, and large-
scale data aggregation are problematized in the arts, culture and
society. During the second week of December 2014, the Deep Lab
participants—a group of internationally acclaimed new-media
artists, information designers, data scientists, software engineers,
hackers, writers, journalists and theoreticians—gathered to en-
gage in critical assessments of contemporary digital culture. They
worked collaboratively at the STUDIO in an accelerated pressure
project, blending aspects of a booksprint, hackathon, dugnad,
charrette, and a micro-conference. The outcomes of this effort
include the visualizations, software, reflections and manifestos
compiled in this book; an album of ten lecture presentations,

the Deep Lab Lecture Series, which can be found in the STUDIO’s
online video archive; and a twenty-minute documentary film
featuring interviews with the Deep Lab participants.



We are proud to present this timely reflection on post-Snowden
society. We express our deepest admiration and thanks to all of
the Deep Lab participants, and to the staff, students, and friends
who directed their energies and attention to this intense effort,
and who collectively and individually made its process and prod-
ucts so enormously rewarding.

The Deep Lab and its associated publications were made possible
through support from The Andy Warhol Foundation for the Visu-
al Arts and the Art Works program of the National Endowment
for the Arts. We express our sincere gratitude to these sponsors
for making this investigation possible.

Golan Levin
—Director, Frank-Ratchye STUDIO for Creative Inquiry

Lorrie Faith Cranor
—Director, CyLab Usable Privacy and Security Laboratory
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INTRO

The web is largely void of a female presence—save
for sexualized images—female hackers must engage
with the future, in order to make our presence in
history indelible.

And so Deep Lab was born.



DEEP LAB

Deep Lab is a collaborative group of researchers, artists,
writers, engineers, and cultural producers interested in privacy,
surveillance, code, art, social hacking, and anonymity. Members
of Deep Lab are engaged in ongoing critical assessments of
contemporary digital culture and exploit the hidden potential
for creative inquiry lying dormant within the deep web. Deep
Lab supports its members' ability to output anonymously via
proxy tools; in this way, our research can remain fluid via
multi-pseodonymous identity. Deep Lab promotes creative
research and development that challenges traditional forms

of representation and distribution, evaluating these practices
alongside typical traffic analysis identification. This process
leverages the research of Deep Lab to contend with outdated
modes of understanding culture within traditional social
structures.

We utilize the Lab’s extensive knowledge of technology and
creativity as a mode of analysis and output. As a group, we work
to manifest actions better than any corporation or government.
We write our own histories, and make history, by continuing

in the tradition of female hackers and activists like Cornelia
Solfrank, Netochka Nezvanova, and projects like Anna Adamolo.

Addie Wagenknecht, Founder of Deep Lab
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Founding Members include (A-Z):

Artist, Founder Deep Lab

Researcher/Artist/Activist

Futures Editor of Motherboard/Vice Magazine, lead singer YACHT
Journalist, Senior Research Scholar, CMU EPP

Developer

Researcher/Artist, Director of metadata for the Guardian
Principal Researcher Microsoft Research, Visiting Professor MIT
Data Scientist/Researcher/Writer

Director for International Freedom of Expression at the EFF
Independent Curator

Director of CyLab Usable Privacy and Security Laboratory, CMU
Artist/Developer

Data/Information Visualizer

Independent privacy and security researcher

Those who came before:
Experiments in Art and Technology (E.A.T.),
Cypherpunks,

Guerrilla Girls,

Free Art and Technology Lab (F.A.T.),

Chaos Computer Club,

Radical Software


http://eff.org
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ADDIE WAGENKNECHT

Addie Wagenknecht is an artist who lives and works on
the internet. She seeks to blend conceptual work with
traditional forms of hacking and sculpture. Previous
exhibitions include MuseumsQuartier Wien, Vienna,
Austria; La Gaité Lyrique, Paris, France; The Istanbul
Modern; and bitforms gallery in New York City.

b

Ul

I

@wheresaddie
placesiveneverbeen.com

ALLISON BURTCH

Allison Burtch is a writer, teacher and maker. She
currently teaches "Critical Theory of Technology:
Politics, Utopia and Code" at the School for Poetic
Computation and is a resident at Eyebeam Art and
Technology Center. She created the Dumb Store, a
mobile app store for dumbphones, and most recently
a “log-jammer,” a cell phone jammer in a log in the

woods that creates a safe space in nature. Allison co-
organized the Prism BreakUp conference at Eyebeam
and the Drones and Aerial Robotics Conference at New
York University. Previously, she served as an Editor

of the Occupied Wall Street Journal and was a fellow

at the Institute of Technology and Society in Rio de
Janeiro, Brazil. She has a masters degree from New York
University's Interactive Telecommunications Program.

@irl

http://www.allisonburtch.net/
https://github.com/allisonburtch/Critical-Theory-of-
Technology


placesiveneverbeen.com
http://www.allisonburtch.net
https://github.com/allisonburtch/Critical
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CLAIRE L. EVANS

Claire L. Evans is a writer and artist working in Los
Angeles, California. Her day job is as the singer and
co-author of the conceptual pop group YACHT. A
science journalist and critic, she is the currently
Futures Editor of Motherboard and co-editor of the
science-fiction magazine Terraform.

@theuniverse
clairelevans.com
motherboard.vice.com/terraform

DENISE CARUSO

Since the mid-1980s, Denise Caruso has studied,
analyzed, and published her perspectives about
innovations in technology and their social and
political impacts. In the 1990s, she founded Digital
Media, the seminal newsletter that anticipated and
chronicled the digital “convergence” and the growth

of the commercial Internet. She was the technology
columnist for The New York Times for five years,

and has contributed to several other publications
including Harvard Business Review. Caruso shifted
her focus to research in 2000, and founded the
nonprofit Hybrid Vigor Institute. Caruso is the author
of Intervention, an award-winning book that detailed
the shortcomings in government risk assessments of
genetically engineered organisms. Since 2010, Caruso
has been a research scholar and lecturer in the
Department of Engineering and Public Policy (EPP) at
Carnegie Mellon University.


clairelevans.com
motherboard.vice.com/terraform
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HARLO HOLMES

Harlo Holmes is a media scholar, software
programmer, and activist. As Head of Metadata at
The Guardian Project, she primarily investigates
topics in digital media steganography, metadata,
and the standards surrounding technology in the
social sciences. Harlo was also the 2014 Knight-

Mozilla OpenNews fellow at New York Times, and
worked with the Computer Assisted Reporting team
to tackle issues of smarter, safer, and more effective
document management. She harnesses her multi-
faceted background in service of responding to the
growing technological needs of human rights workers,
journalists, and other do-gooders around the world.

@harlo
harloholm.es

INGRID BURRINGTON

Ingrid writes, makes maps, and tell jokes about
places, politics, and the weird feelings people have
about both. She's currently a fellow at the Data and
Society Research Institute, where she coordinates the
Magic and Technology Working Group. She lives on a
small island off the coast of America.

@lifewinning
lifewinning.com


harloholm.es
lifewinning.com
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JEN LOWE

Jen is an independent data scientist and researcher

at Datatelling, where she brings together people,
numbers, words. She teaches in SVA's Design for Social
Innovation program, cofounded the School for Poetic
Computation, taught at NYU ITP, and researched

at the Spatial Information Design Lab at Columbia
University. She's spoken at SXSW and Eyeo. Her

work has appeared in Scientific American, the New

York Times, Fast Company and Popular Science. Her
research, writing, and speaking explore the promises
and implications of data and technology in society. Her
education is in applied math and information science.
Often oppositional, she's always on the side of love.

@datatelling
datatelling.com

JILLIAN C. YORK

Jillian C. York is a writer and activist focused on the
intersection of technology and policy. She serves of
the Director for International Freedom of Expression
at the Electronic Frontier Foundation, where she
works on issues of free expression, privacy, and digital
security. She is also a Fellow at the Centre for Internet
& Human Rights in Berlin. With Ramzi Jaber, Jillian
co-founded OnlineCensorship.org, a winner of the

2014 Knight News Challenge. She is a frequent public
speaker on topics including surveillance, censorship,
and the role of social media in social change. Her
writing has been published by the New York Times, Al
Jazeera, the Atlantic, the Guardian, Al Akhbar English,
Slate, Foreign Policy, and Die Zeit, among others.

@jilliancyork
jilliancyork.com


datatelling.com
OnlineCensorship.org
jilliancyork.com
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KATE CRAWFORD

Kate Crawford is an academic researcher who works
on issues of data, ethics and power. She’s a Principal
Researcher at Microsoft Research, a Visiting Professor
at the MIT Center for Civic Media, a Senior Fellow at
NYU's Information Law Institute, and an Associate
Professor at the University of New South Wales. She's

based in New York City.

@katecrawford
katecrawford.net

LINDSAY HOWARD

Lindsay Howard is an independent curator exploring
how the Internet is shaping art and culture. She
curated the first and second digital art auctions at
Phillips in New York and London, which were called
an "art breakthrough" by WIRED Magazine. Previously
she served as the Curatorial Director at 319 Scholes
and Curatorial Fellow at Eyebeam, the leading art

and technology center in the United States. She has

spoken at Carnegie Mellon University, New York
University, and School of the Art Institute of Chicago.
Her curatorial projects have been featured in the
Wall Street Journal, TIME Magazine, Gawker, The
Verge, and Vanity Fair. Recently, TWIN Magazine

UK recognized her as one of “Ten Young Women
Transforming the Art World” and Flavorwire named
her an “Up-and-Coming New York Culture Maker to
Watch” in 2013.

@Lindsay_Howard
lindsayhoward.net


katecrawford.net
lindsayhoward.net
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LORRIE FAITH CRANOR

Lorrie Faith Cranor is a Professor of Computer Science
and of Engineering and Public Policy at Carnegie
Mellon University where she is director of the CyLab
Usable Privacy and Security Laboratory (CUPS) and
co-director of the MSIT-Privacy Engineering masters
program. She is also a co-founder of Wombat

Security Technologies, Inc. She has authored over 100
research papers on online privacy, usable security,
and other topics. She founded the Symposium On
Usable Privacy and Security (SOUPS) and serves

on the Electronic Frontier Foundation Board of
Directors. She was previously a researcher at AT&T-
Labs Research and taught in the Stern School of
Business at New York University. In 2012-13 she spent
her sabbatical year as a fellow in the Frank-Ratchye
STUDIO for Creative Inquiry at Carnegie Mellon
University where she worked on fiber arts projects
that combined her interests in privacy and security,
quilting, computers, and technology. She practices
yoga, plays soccer, and runs after her three children.

@lorrietweet
lorrie.cranor.org

MADDY VARNER

Maddy Varner is a member of the Free Art and
Technology Lab. She admins a couple of Facebook
groups. 19/f/pgh, but always on the net.

@mlvarner
slitscanned.com

ffferal.net


lorrie.cranor.org
slitscanned.com
ffferal.net
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MARAL POURKAZEMI

"Design is my conviction and religion." Maral strongly
believes that designing information and data has

the potential to make important and relevant topics
accessible and relatable. Most of her work is related
to freedom of expression and human rights related
topics. She's also the organizer of the VISUALIZEDio
conferences in Berlin and London.

@maralllo
this-is-maral.com

RUNA A. SANDVIK

Runa A. Sandvik is an independent privacy and
security researcher working at the intersection

of technology, law and policy. She is a Forbes
contributor, a technical advisor to the TrueCrypt Audit
project, and a member of the review board for Black
Hat Europe. Prior to joining the Freedom of the Press
Foundation as a full-time technologist in June 2014,
she worked with The Tor Project for four years.

@runasand
encrypted.cc


this-is-maral.com
encrypted.cc

—wn -
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HE FRANK-RATCHYE
TUDIO FOR CREATIVE
NQUIRY

The Frank-Ratchye STUDIO for Creative Inquiry
at Carnegie Mellon University is a laboratory for
atypical, anti-disciplinary, and inter-institutional
research at the intersections of arts, science,
technology and culture. Founded in 1989 within
the College of Fine Arts, the STUDIO serves as a
locus for hybrid enterprises on the CMU campus,
the Pittsburgh region, and internationally. The
STUDIO's current emphasis on emerging artists
and emerging media builds on more than two
decades of experience hosting interdisciplinary
creators in an environment enriched by world-
class science and engineering departments.
Through our residencies and outreach programs,
the STUDIO provides opportunities for learning,
dialogue and research that lead to innovative
breakthroughs, new policies, and the redefinition

of the role of artists in a quickly changing world.

@creativeinquiry
studioforcreativeinquiry.org


studioforcreativeinquiry.org
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THE CYLAB USAB
PRIVACY AND SE
LABORATORY

L E
CURITY

The CyLab Usable Privacy and Security Laboratory
(CUPS) brings together researchers working on a
diverse set of projects related to understanding
and improving the usability of privacy and security
software and systems. CUPS research employs a
combination of three high-level strategies to make
secure systems more usable: building systems that
"just work" without involving humans in security-
critical functions; making secure systems intuitive
and easy to use; and teaching humans how to
perform security-critical tasks.

cups.cs.cmu.edu


cups.cs.cmu.edu







onehumanheartbeat.com



onehumanheartbeat.com
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Commodifying Life

Almost a year ago I put my heartbeat online. Along with my

heartbeat, I put up an accounting of all the days I’'ve lived and the

days I (statistically) have yet to live, and my average heartbeat bit.ly/1qFTbE4
for each day.

It’s a very intimate measure, in a way, but I'm not worried
about sharing it, because there’s not much you can learn about
me from my heartrate.

But it turned out I didn’t know much about heart rates. If you
look at the data in July, you can see that my average heart rate
goes up and stays up starting in mid-July. That’s because of my
pregnancy.

2 years ago at SXSW I gave a talk with Molly Steenson,
The New Nature and the New Nurture, and I introduced
the Big Data Baby - the first baby to be predicted by big
data, or more specifically by Target’s algorithms.

A 2012 article in the New York Times described statisticians TARG ET
like Andrew Pole at Target who, along with others, used

data mining to come up with an algorithm to determine not

only if a female customer was pregnant, but how far along her
pregnancy was, so Target could send coupons timed to very

specific stages of her pregnancy.

About a year after Pole created his pregnancy-prediction model,
a man walked into a Target outside Minneapolis and demanded
to see the manager. He was clutching coupons that had been sent
to his daughter, and he was angry,

“My daughter got this in the mail!” he said. “She’s still in high
school, and you’re sending her coupons for baby clothes and
cribs? Are you trying to encourage her to get pregnant?”


bit.ly
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nyti.ms/1yKn9JT

bit.ly/1TwKawyt

DEEP LAB

The manager didn’t have any idea what the man was talking
about. He looked at the mailer. it was addressed to the man’s
daughter and contained advertisements for maternity clothing,
nursery furniture and pictures of smiling infants. The manager
apologized and then called a few days later to apologize again.

The father said “I had a talk with my daughter,” he said. “It
turns out there’'s been some activities in my house I haven’t
been completely aware of. She’s due in August. I owe you an

apology.”

The Big Data Baby: almost as soon as its mother knew of its

existence, Target knew it was there too.

BaRE one

Our faces are formed between 2 and 3 months. Big Data Baby
might have been identified by data before its face was formed.

As an experiment, Princeton sociology professor Janet Vertesi
tried to hide her pregnancy from big data. This meant hiding
from Facebook and from Amazon. She also avoided using her
own credit and debit cards to make baby-related purchases.
Circumventing big data not only created awkwardness with


nyti.ms
bit.ly
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her family and friends who wanted to congratulate her on Face-
book, the mere fact that big data didn’t know what she was doing
created an assumption that she was probably up to something
criminal.

A pregnant woman’s marketing data is worth 15 times an average ti.me/1wKaLtj
person’s data.

Using big data to identify pregnancy may become
antiquated — when more people opt in to heartrate
tracking, companies will be able to predict pregnancy
after just a few weeks, potentially before a woman
even knows she’s pregnant.

Big data isn’t just in the business of births; it’s also tracking

deaths. Last January Office Max sent Mike Seay this marketing ti.me/1wKalg
mail - a glitch that shows us he’s in the “daughter killed in car

crash” marketing container.

Corporations using data to announce births;
corporations using data to remind us of deaths.


ti.me
ti.me
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The Social,
Cultural
Ethical
Dimensions

of ”Big Data”

bit.ly/1GvDykR
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Dangerous Resonances

I see two future data directions that are
particularly disturbing. The first is data
colonization.

This is Shamina Singh, from the
MasterCard Center for Inclusive
Growth, speaking at a Data & Society
event, The Social, Cultural & Ethical
Dimensions of “Big Data”.

...the big issue for us is economic inequality,
inclusive growth, the gap between the rich and the
poor, financial inclusion...

Here she’s about to tell us the data that Mastercard tracks for
each transaction:

...1t takes your credit card number, your date,
your time, the purchase amount, and what you
purchased. So right now there are about 10
petabytes, they tell me, living in Mastercard’s data
warehouse. At the Center for Inclusive Growth
we’re thinking about: how do we take those
analytics, how do we take all of that information,
and apply it in a way that addresses these serious
issues around inclusive growth?


bit.ly
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...around the world - and we all know what’s
happening in Syria, we’ve all heard what’s
happening in Somolia, refugees are traveling from
their home countries and going to live in refugee
camps in ‘safe countries.” Have you ever thought
about what it takes to move food and water

and shelter from places like the United States?
When everybody says, “We’re giving aid to the
Phillipines” or “We’re giving aid to Syria” what
does that actually mean? It means they’re shipping
water, they’re shipping rice, they’re shipping
tents, they’re shipping all of these things from
huge places around the world, usually developed
countries, into developing countries using all of
that energy, all of the fuel to take all of this stuff to
these countries and what happens is: usually the
host country is a little pissed off because they’ve
got a bunch of people that they can’t support inside
their country and they don’t have any means

to support them. So one of the things that we

have been thinking about is, how do we use our
information, how do we use our resources, to help
at least address some of that? One of the answers:
digitize the food program. So instead of buying the
food from all of these countries, why not give each
refugee an electronic way of paying for their food,
their shelter, their water in a regular grocery store
in their home country?



32
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...but the outcome is, that these people, these
refugees, who have left everything they know are
showing up in a new place and have the dignity
now to shop wherever Mastercard is accepted.
Can you imagine?

...again, working with the people at the bottom of
the pyramid, those who have least, to make sure
that we are closing the gap between the richest and
the poorest.



DEEP LAB

So this is Mastercard’s worldwide plan.

33
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Another worldwide plan comes from Facebook through internet.org -
wrd.cm/TwiXKT  drones delivering internet to unconnected places.

bitly/12E88XF  Google's Project Loon is the same as Facebook’s plan, but with
balloons instead of drones. (In general, whenever you see a
corporate video with animated string and a little girl’s voice, you
should probably be terrified.)



http://internet.org
wrd.cm
bit.ly
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© Facebook

dailym.ai/1Tuya2V|
Between Mastercard controlling international aid and Facebook

and Google controlling internet access, a future of data coloniza-
tion will be a complete rewriting of the dark spots on the map.

Another data direction that’s disturbing and timely is data polic-
ing, a trend emerging from the dangerous overlap of predictive
policing, police militarization, and police protected from public
accountability.

Predictive policing is perhaps the natural conclusion of combin-
ing new big data methods with fairly established data-driven
policing. The majority of predictive policing research and appli-
cation in the U.S. has been funded by grants from the National
Institute of Justice (a division of the DOJ). We’re only in the last
year starting to see the implications of the first round of grants
issued in 2009. One of those grants was to the Chicago Police
Department. They worked with Illinois Institute of Technology
professor Miles Wernick to create a ‘heat list’ of 400 people that
an algorithm predicted would be most likely to be involved in
violent crime. About 60 of the 400 have been personally visited
by the police, letting them know they’re being watched.

A Freedom of Information Act request for the list was denied.

Precrime is real, y’all.


dailym.ai
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bit.ly/1soTuyK

huff.to/12Eds1R

bit.ly/1IKMzdy
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Wernick had the following to say about his predictive policing
work:

...the CPD’s predictive program isn’t taking
advantage of — or unfairly profiling — any specific
group. ‘The novelty of our approach,” he says,

‘is that we are attempting to evaluate the risk of
violence in an unbiased, quantitative way.’

Never trust “unbiased” and “quantitative” together.

The Illinois Legislature just introduced Senate Bill 1342 on
December 4, protecting police from being recorded by the public.

The bill would also discourage people from
recording conversations with police by making
unlawfully recording a conversation with police --
or an attorney general, assistant attorney general,
state's attorney, assistant state's attorney or judge
-- a class 3 felony, which carries a sentence of two
to four years in prison.

In Chicago, this would mean that police can use all data
available to them to predict a citizen’s actions, but citizens can’t
collect data on the police.

So now that we’re totally depressed about data colonization and
trends in data-driven policing, we need some Nina Simone to
revive us..


bit.ly
huff.to
bit.ly

Nina:
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What’s free to you?

What’s free to me? Same as it is to you.
You tell me.

No no no you tell me.

It’s just a feeling. It’s just a feeling. It’s
like how do you tell somebody how it
feels to be in love? How are you going
to tell anybody who has not been in
love how it feels to be in love? You

can not do it to save your life. You can
describe things, but you can’t tell ‘em,
but you know it when it happens. That’s
what I mean by free. I’'ve had a couple
of times onstage when I really felt free,
and that’s something else. That’s really
something else. Like all, all, like... I'll
tell you what freedom is to me: NO
FEAR. I mean, really, no fear. If I could
have that half of my life. No fear. Lots
of children have no fear. That’s the
closest way, that’s the only way I can
describe it. That’s not all of it, but it is
something to really, really feel... wow...
Like a new way of seeing. Like a new
way of seeing something.



slate.me/TwKILqH

If freedom is no fear, it’s safe to say we’re far from that.

The Pentagon's 1033 program has transferred surplus military
equipment to state and local civilian law enforcement agencies
without charge since the 1990s. This equipment has varied from
men’s shirts to MRAPs, and since the U.S. drawdown in Iraq and
Afghanistan

(We’ve included an excerpt of objects distributed from the 1033
program in this book to you an idea of the range of objects dis-
tributed through the program.)


slate.me
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Item Quantity

MAGAZINE, CARTRIDGE 139366
WIRE, ELECTRICAL 104883
RIFLE, 5.56 MILLIMETER 61548
SCREW, CAP, SOCKET HEAD 43828
FIELD PACK 43638
SHIRT, COLD WEATHER 36028
BANDAGE KIT, ELASTIC 35290
SIGHT, REFLEX 32153
CHEST, AMMUNITION 25137
CPCV BRASS 21100
SLEEPING BAG 20762
BAG, SAND 20466
STRAP, TIEDOWN, ELECTRICAL COMPONENTS 19037
SHIRT, COLD WEATHER 18777
GOGGLES, BALLISTIC 18619
FLASHLIGHT 18529
RIFLE, 7.62 MILLIMETER 17726
POST, FENCE, METAL 17707
WIRE, ELECTRICAL 14184
STUFF SACK, COMPRESS 13433

These are the most common items given to US police depart-
ments under the 1033 program. Complete data can be found at: bit.ly/13hY9gb
http://bit.ly/1AOMAEg


http://bit.ly/1A0MAEg
https://github.com/TheUpshot/Military-Surplus-Gear
bit.ly
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nyti.ms/1zKO5zZ0
The New York Times visualized the locations of various give-

aways from the 1033. Here you see 205 grenade launchers were
given to police, and where those went. Grenade launchers are
primarily used for smoke grenades and tear gas.

I’m finding it hard to live in a world where predictive policing
exists, the government is giving police grenade launchers for

tear gas, and I can’t go outside to protest because tear gas causes
miscarriage.

v A


nyti.ms

DEEP LAB 41

I think about this turkish woman all
the time.

theatln.tc/1zKOUB7

And I think about this standing man
in turkey, who started a protest by
silently staring at his own flag.

bit.ly/1spdRfe



theatln.tc
bit.ly
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Tangible Silence

Now the abstract terror is that silence will gobble
up (down) the words — will overwhelm the
meaning, reinsert the void and the light will go
out and we will all be dead; and the dead are very
silent. By now we’ve given up magic so we can’t
use ritual to force language into better health,

as we once did with the sun. We need some new
strategy. Needless to say we think of a rather
crafty one: we reduce it to a lack or absence and
make it powerless. We say that silence ‘needs’

— and therefore is waiting — to be broken: like

a horse that must be ‘broken in’. But we are still
frightened. And the impending ecological disaster
deepens our fear that one day the science will

not work, the language will break down and

the light will go out. We are terrified of silence,

so we encounter it as seldom as possible, even

if this means losing experiences we know to

be good ones, like children wandering alone or
unsupervised in the countryside. We say that
silence is a lack of something, a negative state. We
are terrified of silence and we banish it from our
lives.

— Sara Maitland, A Book of Silence, 2008
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Ernesto Pujol is a performance artist who creates site-specific

works that use walking, vulnerability, space, human energy, and
silence as their materials.

The performance revealed how time is an incredibly elastic
construct. As the performers stood still, walked and gestured
slowly for 12 hours, their silence became an entity that
heightened not just their own but everyone else’s awareness,
slowing down everything and everyone, filling and sensorially
expanding the dimensions of the room: its height, depth and
width. The silence emptied the room of noise; it rejected noise

(a noontime jazz concert on the floor below leaked up, but our
silence neutralized it), filling the room itself, as tangible as liquid,
as if the room was a water tank. Silence did not create a void;

it had a tangible body we could cut through with a knife... Our
Chicago public unexpectedly found silence again, a silence that
human beings need to sustain the human condition: for listening,
remembering, reflecting, discerning, deciding, healing and

evolving. Silence is a human right. Ernesto Pujol. Sited

Body, Public Visions:
silence, stillness &
walking as Perfor-
mance Practice.
2012.
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bitly/16hcGdt  Here’s an example of silence stopping a fight on a NY subway

watch for the snack guy - how much he affects with his silence


bit.ly
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Shadow Spaces

So we’re here working on projects related to privacy and
anonymity and the deep web, and I’ve noticed that this weird
thing happens when I talk to people about coming here...

When I mention the deep web, people assume it’s a place full
of child porn and human trafficking. It reminds me of people’s
reactions when I mention ’'m from Arizona: they assume it’s
full of racism and racial profiling.

The deep web and Arizona are both imagined shadow spaces
to be avoided.
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bit.ly/1BFp1EU
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To be sure, a lot of rough things have happened in Arizona. In a
2011 mass shooting, 18 people were shot including Representative
Gabrielle Giffords. 6 people died. In a 2002 mass shooting, three
nursing professors were killed on the University of Arizona cam-
pus. (This

happened while I was teaching there.)

The Oklahoma city bomber, Timothy McVeigh, developed and
tested bombs while living in Arizona.

Two of the 9/11 hijackers took flight lessons in Arizona.

It took Arizona voters three tries to pass Martin Luther King Day
as a holiday. From 1986-1992 the state lost hundreds of millions
of dollars due to boycotts. Most notably Stevie Wonder refused to
perform in Arizona and the Super Bowl pulled out of the state. I
was a kid then. I remember the defense of not having the holiday
was money - that the state couldn’t afford another state holiday.
When the holiday finally passed, Columbus Day was taken

away, which has a lovely sort of balance.

Public Enemy’s song By the time I get to Arizona chronicles the
fight for the holiday.

Starin' hard at the postcards isn't it odd and unique?
Seein' people smile wild in the heat 120 degree
'Cause I wanna be free

What's a smilin' fact when the whole state's racist

Arizona has a long history of racist policing; especially when it
comes to border issues. In 2010 Arizona passed SB 1070, which
requires immigrants to carry proof of their legal status and re-
quires police to determine a person’s immigration status if they
have reasonable suspicion that a person is an immigrant. It basical-
ly demands racial profiling.


bit.ly
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But other things grow in these shadow spaces like Arizona.

The Sanctuary Movement started at the Southside Presbyterian bit.ly/16hez06
Church in Tucson, Arizona in 1980. It provided housing and

other support for refugees from Central America - especially

El Salvador and Guatemala. It expanded to include over 500

congregations nationwide. A friend of mine in grade school had

a Guatemalan family secretly living in his house. He didn’t

tell me until we were in college.

There aren’t many images of the Sanctuary movement because
providing refuge and sanctuary are by necessity quiet acts.

In researching this talk, I found that there are new sanctuary
movements popping up all over the US - again providing refuge
to immigrants.


bit.ly
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bit.ly/1uygPOF

“bit.ly/1BtsfZx
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Humanitarian Aid
Is Never
A Crime

No More Deaths
No Mas Muertes

No More Deaths and Humane Borders™ are two southern Arizona
groups that primarily care for immigrants by the simple, quiet
act of putting water in the desert.

Members of both groups have been prosecuted for leaving water
and for driving ailing immigrants to the hospital. Carrying water
into the desert and driving dying people to the hospital become
dangerous acts.


bit.ly
bit.ly
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The dark web and anonymity on the internet are popularly seen
as shadow, criminal spaces. People ask: “Why do you need to be
anonymous?” They say: “You have nothing to worry about if you
have nothing to hide.”

But Ilearned inArizona that in the shadows, in anonymity, there
is power - the Wild West is a good place for making silent but
revolutionary change.
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Becoming More Dangerous

This is an image from the second episode of Black Mirror. This
is not an encouragement to watch Black Mirror - you should
have a therapist on speed dial if you watch this show. But in this
episode, Bing ends up being richly paid to perform the voice of
dissent.

Two years ago I was doing this insane 5-day drive across the
country, just me and my dog, to move from NorCal to NYC, and I
stopped the day after Christmas in Albuquerque to meet up with
my friends Sha and Rachel. Rachel and I had recently spoken
together at a big data/marketing conference, playing the role of
the voice of dissent — talking ethics when we were supposed to
be talking money.

And I said to Sha and Rachel, “I feel like when we show up and
give these dissenting talks for money, we’re holding the glass to
our throats like the end of the second Black Mirror episode. It’s
a performance; it makes the power feel like they’ve earned their
badge for listening to the dissent, but what does it change?”

One of them asked what I was thinking about doing instead, and
I said:

I’'m thinking about how to become more dangerous.

Now, this seemed complicated at the time - how do I become
more dangerous compared to big data? Right now, how can I
possibly be more dangerous when I can’t even take to the streets
in protest because I don’t want tear gas to cause a miscarriage?
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But increasingly I think that, for me (and maybe for you)
becoming more dangerous can also mean finding a quiet gesture
that helps to create less fear and more freedom.

This works in all spaces both offline and online, but online
spaces strike me as particularly rich spaces for invisible gestures.

A few examples of this kind of work:

Harlo Holmes’ foxy doxxing project, providing more information
and context about abuse online.

Maddy just described her safe selfies project, giving individuals
an aggressive power to protect their own files.

All the people who fill in Open Street Map data in areas of
humanitarian crisis or natural disaster to help aid workers find
their way.

Julian Oliver and Daniel Vasilyev teaching people how to use Tor
and other tools for anonymity.

As we go forward as a collective, I hope we think about how we
might become more dangerous.
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Becoming more dangerous means answering:

How do I offer sanctuary?






In the midst of uncontrolled monitoring of our behavior online,
of the commodification of consciousness; in the midst of data
colonization and predictive policing:

How can I build refuge?
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Becoming more dangerous means answering, in the middle of

hostile environments:
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How do I carry more water?
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bit.ly/TAm9mq3

bit.ly/12zBXgF
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A wave of thought, criticism, and art that emerged
in the early 1990s, galvanizing a generation of
feminists, before bursting along with the dot-com
bubble. The term was coined simultaneously by
the British cultural theorist Sadie Plant and the
Australian art collective VNS Matrix in 1991, during
the heady upwelling of cyberculture—that crucial
moment in which the connective technology of the
Internet was moving into the public sphere.

CyberFeminism looked and sounded like this, basically:


http://en.wikipedia.org/wiki/Sadie_Plant
http://en.wikipedia.org/wiki/VNS_Matrix
bit.ly
bit.ly
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That’s the 1991 A Cyberfeminist Manifesto for the 21st Century, by VNS Matrix. bit.ly/12Swdi2


http://www.transmediale.de/content/cyberfeminist-manifesto-21st-century
bit.ly
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bit.ly/1zcmwXm

bit.ly/TwhpppX

bit.ly/1zcnldq
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The CyberFeminists were techno-utopian thinkers who saw tech-
nology as a way to dissolve sex and gender divisions. Of course,
they knew that the digital world, and the cultures emerging from
it, speculative and otherwise, contained as many gendered pow-
er dynamics as the real world; the term “CyberFeminist” itself is
partially a critique of the misogynistic overtones of cyberpunk
literature in the 80s. Still, the CyberFeminists believed in the In-
ternet as a tool of feminist liberation.

There was a lot to love on the web back then. Feminists emerg-
ing from a tradition of nonlinear writing and art practices saw
potential in non-narrative hypertext as a medium, and feminist
critics compared web connectivity to the consciousness-raising
groups of 70s third-wave feminism, where women came together to
discuss their similarities and differences. From Leonardo, MIT’s
arts journal, in 1998: “the question is not one of dominance and
control or of submission and surrender to machines; instead it is
one of exploring alliances, affinities, and coevolutionary possibil-
ities... between women and technology.”

A clear definition of CyberFeminism is almost impossible to

pin down. In fact, at the 1997 First CyberFeminist International,
the first proper CyberFeminist conference, attendees agreed
not to define the term, instead collectively authoring 100 “Anti-
Theses,” a laundry list of things which CyberFeminism was not.
The list includes: not for sale, not postmodern, not a fashion
statement, not a picnic, not a media hoax, not science fiction,
and—my personal favorite—“not about boring toys for boring
boys.”


http://www.leonardo.info/leoinfo.html
http://www.obn.org/kassel/
http://www.obn.org/cfundef/100antitheses.html
bit.ly
bit.ly
bit.ly
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Not boring indeed. For CyberFeminists, cyberspace was a sin-

uous alternate world ripe for creative experimentation. They

made revolutionary CD-ROMs (like Linda Dement's "Cyberflesh bit.ly/125GgUa
Girlmonster"”) built web-based multimedia artworks, and tin- bit.ly/1GidviO
kered with early Virtual Reality Modeling Language (VRML) to

worldbuild outside of cultural patriarchy, taking any form they

pleased as they moved through the Internet seeking pleasure

and knowledge. They even made video games. Most illustrious

among them: All New Gen, another VNS Matrix project.

In All New Gen—seen above, in 1995, in a viewing kiosk at YYZ
Gallery in Toronto—female “cybersluts” and “anarcho cyber-
terrorists” hack into the databanks of Big Daddy Mainframe, an
Oedipal embodiment of the techno-industrial complex, to sow
the seeds of a New World Disorder and end the rule of phallic
power.


http://www.lindadement.com/cyberflesh-girlmonster.htm
http://www.lindadement.com/cyberflesh-girlmonster.htm
http://www.guggenheim.org/new-york/collections/collection-online/artwork/15337
bit.ly
bit.ly
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Logging into All New Gen, the player is first asked: “What is
your gender? Male, Female, Neither.” The only right answer is
“Neither”—anything else will send the player into a loop that
ends the game. Energy in All New Gen is measured in “G-slime;”
in the battle against the Mainframe and his henchmen (“Circuit
Boy, Streetfighter and other total dicks”), the player gets help
from “mutant shero DNA Sluts.” Can you even imagine?

The DNA Sluts, still from All New Gen. Image courtesy of Virginia Barratt.
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Revisiting CyberFeminism in 2014 is a joy. For one, it’s fun. The
language is dynamite. There just aren't many feminists on the
web currently writing manifestos that include phrases like

“the clitoris is a direct line to the matrix” or “we are the future
cunt”— both memorable lines from VNS Matrix’s Cyberfeminist
Manifesto for the 21st Century — at least not on the blogs I'm
reading. And the enthusiasm for the nascent possibilities of the
web is palpable, even contagious.

“Cyberspace has the potential,” explained the novelist Beryl
Fletcher in an 1999 essay for CyberFeminism: Connectivity,
Critique + Creativity, “to stretch imagination and language to the
limit; it is a vast library of information, a gossip session, and a
politically charged emotional landscape. In short, a perfect place
for feminists.”

Or, as the scholar Donna Haraway wrote, more succinctly, in her
seminal 1991 essay, A Cyborg Manifesto: Science, Technology,
and Socialist-Feminism in the Late Twentieth Century: “I'd rather

be a cyborg than a goddess.”

Of course, these techno-utopian expectations haven't exactly
become our reality. CyberFeminist thinkers and artists had the
Internet pegged as a surefire playground for female thought and
expression, but being a woman online in 2014 comes with the
same caveats and anxieties that have always accompanied being
female in meatspace. Fears of being silenced, threatened, or bul-
lied are as real in the digital realm as IRL. Women like the (sher-

oic) videogame critic Anita Sarkeesian are routinely harassed for
simply pointing out that we can do better at representing women

in the media wrapped around our technology.
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bit.ly/1vWivwY

bit.ly/1utfvx1

bit.ly/1DiS2YZ

bit.ly/TugRNRg

bit.ly/1GqD4w9


http://www.sterneck.net/cyber/vns-matrix/index.php
http://www.sterneck.net/cyber/vns-matrix/index.php
http://en.wikipedia.org/wiki/Beryl_Fletcher
http://en.wikipedia.org/wiki/Beryl_Fletcher
http://books.google.com/books/about/Cyberfeminism.html?id=NT5F5DabEc0C
http://books.google.com/books/about/Cyberfeminism.html?id=NT5F5DabEc0C
http://www.egs.edu/faculty/donna-haraway/articles/donna-haraway-a-cyborg-manifesto/
http://www.egs.edu/faculty/donna-haraway/articles/donna-haraway-a-cyborg-manifesto/
http://en.wikipedia.org/wiki/Anita_Sarkeesian
bit.ly
bit.ly
bit.ly
bit.ly
bit.ly
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And anonymity! Anonymity, which CyberFeminists championed
thecutio/1x7fghg  as a method for transcending gender, is now a primary enabler
of violently misogynistic language all over the web—in YouTube
comments, on forums, and in the email inboxes and Twitter
@replies of women with public opinions about technology. It’s
not that the CyberFeminists failed. It’s that as the Venn diagrams
of digital and real life have edged into near-complete overlap,
the problems of the real world have become the problems of
the digital world. The web is no longer a separate space; we are
inseparable from the web.

VNS Matrix postcard, 1994. Left to Right: Francesca Da Rimini, Virginia Barratt, Julianne
Pierce, Josephine Starrs. Image courtesy of Virgina Barratt.

Still, there is hope. As Virginia Barratt, a founding member of
VNS Matrix, wrote in 2014, “cyberfeminism was a catalytic mo-
ment, a collective memetic mind-virus that mobilised geek girls
everywhere and unleashed the blasphemic techno-porno code
that made machines pleasurable and wet...as I watch pussy riot
declining to be ‘clean and proper’ bodies in a most filthy way,

i feel the morphing cyberg feminist lineage stretching through
time and space.”


http://nymag.com/thecut/2014/08/women-pay-the-price-for-online-anonymity.html
http://nymag.com/thecut/2014/08/women-pay-the-price-for-online-anonymity.html
thecut.io
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Quite literally, actually—next year, a “remix” of the VNS Matrix
Cyberfeminist Manifesto for the 21st Century will be sent into
space as part of an art project called Forever Now. bit.ly/TwENbhO
Back here on Earth, powerful conversations about women,
gender, power, and technology are happening all over the web.
The platforms are different than the CyberFeminists anticipated.
We don’t consciousness-raise through CD-ROMs, hang out as
avatar Amazons in virtual worlds, or author non-narrative hy-
perlinked novels—instead, we share ideas in Facebook groups,
launch online magazines, and deploy hashtags to try to bring
issues to light.

It’s less countercultural, but we have a bigger audience than

ever. And while touchstones of terribleness remain—the revela-

tions of Jian Ghameshi’s abuse’, Gamergate, Ray Rice punching " bit.ly/1whwoiE
his wife—at least we’re doing something with the attention shit
brings to the fan: talking, educating, getting mad.

bit.ly/1yESjNX

In the cultural aftermath of Gamergate, I’'ve been holding onto
CyberFeminism and its fruits as totems for a saner parallel
world. It consoles me to see that while technology has always
been gendered, the seeds of possibility have been there from the
beginning. We can use technological tools to build the landscapes
of our dreams, rather than to model the constructs of our exist-
ing reality. It’s not too late for us. While the past’s failed utopian
aspirations demonstrate what could have been, they also show
us what we could still become.


http://forevernow.me/
http://www.salon.com/2014/11/17/dirty_little_open_secrets_how_the_jian_ghomeshi_scandal_helped_turn_the_tide_against_bill_cosby/
http://motherboard.vice.com/tag/gamergate
bit.ly
bit.ly
bit.ly
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Headline from Australian newspaper The Age, about VNS Matrix, 1995.



DEEP LAB 71

What can we learn from the activists, intellectuals, prophets
and weirdos of first wave Internet cyberculture? We lionize
Stewart Brand, Lawrence Lessig, and their fellows (and rightly
so) but we seem to have forgotten those who took stances

that turned out unfashionable, made predictions which proved
irrelevant, or spoke for voices that never quite found purchase
online.

We need to remember CyberFeminism. We need draw VNS Ma-
trix up from the depths and inject a little into our veins. It’s good
medicine. These women’s voices—weird, angry, hilarious, and
staunchly defiant of the (Big Daddy) Mainframe—are sorely miss-
ing from today’s many fractured conversations about feminism
in online spaces. For every screed about “ethics in gaming jour-
nalism,” for every dismissal of women’s legitimate grievances about
their portrayal in gaming or treatment in online comment sec-
tions, for every death threat or doxxing attempt lodged against a
woman online, I long for the howling future cunts to come along
and rattle some sense into the servers.
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Part Two: An Oral History of VNS Matrix

While putting together this research, I began an
email correspondence with the members of VNS
Matrix. They were hugely generous, opening up
their archives and sharing first-person stories
about their experiences as pioneering woman
artists in the early Internet age. We decided to put
all of the material together into a history of VNS
Matrix, told in their own words.

Together, we share this history with the Cyber-
feminists past, present, and future.



-

..the future is'unmanned

VNS Matrix poster, mid 1990s. Image via Josephine Starrs.
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Virginia Barratt:

Francesca da Rimini:

Virginia Barratt:

Josephine Starrs:
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There is a narrative arc to the genesis
of VNS Matrix which goes something
like this: "The VNS Matrix emerged
from the cyberswamp during a
southern Australian summer circa
1991, on a mission to hijack the toys
from technocowboys and remap
cyberculture with a feminist bent."

Our group formed over 20 years
ago, and it really was another world,
another lifetime.

We were living in Adelaide at the time.
I was EO of the Australian Network bit.ly/1BBMDAA
for Art and Technology, a position
Francesca had just left to move onto
other works and projects. Julianne

and Josie were both studying and
making art and performance. We were
all involved in a mess of generative

creative production.

Australia was avant-garde in the new
media art scene, and Australians

are generally early adopters of new
technologies, perhaps due to physical
distance. Australian female artists are
also innovators and are not afraid to


http://www.anat.org.au/
http://www.anat.org.au/
bit.ly

Virginia Barratt:

DEEP LAB 75

critique the establishment.

That irreverence and humour could
perhaps be the influence of our
Indigenous culture, and the Irish
convict culture?

Francesca had been involved in a
project of Australian Network for Art
and Technology to connect artists with
machines, facilitating artist access

to institutions and their resources,
specifically computers and software.

This kind of access was unprecedented,
since computers were not personal
and certainly not ubiquitous. It

was the mission of ANAT to create
connections between art and science.
The outcomes were surprising and not-
so-surprising, in terms of production—
artists intervening in the processes

of technological production—and
socio-cultural interventions, as the
machines were mostly in service to the
patriarchal overlords of commerce,
science, educational institutions. Access
by women was limited and usually
mediated by a male "tech.” The idea

of "play" and "creative production” or



Josephine Starrs:
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simply "research" with no outcomes
that were necessarily useful in terms of
capitalism were anathema to the tech
industries.

VNS Matrix predated the 2000’s trend
for game-art in the art world. We began
by making up playful narratives around
our female protagonist All New Gen
and her DNA sluts. This was 1990, way
before Lara Croft, when the idea of a
female hero in a computer game was
unheard of. We created art installations
that included game stills for light boxes,
narrative sound and video works, and
interactive art.
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Invite for All New Gen Exhibition,1995. Image via the Australian Centre for bit.ly/1urlUIf
Contemporary Art.


https://www.accaonline.org.au/
https://www.accaonline.org.au/
bit.ly
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Francesca da Rimini:
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The technological landscape was

very dry, Cartesian, reverent. It was
uncritical and overwhelmingly male-
dominated. It was a masculinist space,
coded as such, and the gatekeepers

of the code (cultural and logos)
maintained control of the productions
of technology.

In the early 1990s, informational
capitalism hadn’t quite taken root. The
Internet was far less regulated, far less
commodified. More of a maul and a
maw than a mall. There seemed to be
endless possibilities, it was a field of
immanence, of becoming. And it was
slow, low-res, glitch. Before ‘glitch’
became a cultural movement. But it’s
easy to be nostalgic for that time.

It was into this environment that VNS
Matrix was spawned. We entered
into the cultural space circuitously,
imagining a feminist approach to

the production of pornography—this
was our starting point, and the way
we generated an aesthetics of slime,
moving quickly into a machine-

slime symbiosis, as antithetical to the
brittle beige fleshless gutless realm of
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technological production. A stream of
consciousness writing session which
was more like an exudation of slime
and viscera morphing through critical,
feminist, pornographic texts birthed the
"Cyberfeminist Manifesto for the 21st
Century.”

By the latter part of 1991 the manifesto
was the centerpiece of a large billboard
image of the same name, framed by
cybercunts, in a field of genetic material
morphing into new representations

of women, gender and sexuality in
technospace, both primordial, ancient
and futuristic, fantastical and active,
not passive objects. The blasphemous
text was badass and complex, hot,

wet and mind-bending, in service to a
feminism that was multiple.
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Virginia Barratt:

Francesca da Rimini:
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At the same time that we
portmanteau'ed cyber and feminism,
Sadie Plant was working on developing bitly/1amomas
a curriculum around the same

name in another part of the world—
simultaneous synapse firings across
the matrix of slime. One of her students
was on holiday in Australia and
happened across the billboard, on the
side of the Tin Sheds Gallery in Sydney,
took a photo, framed it and presented it
to Sadie. A connection was forged, flesh
met. This is one understanding of how
feminism entered cyber and the word
became flesh.

The cyberfeminist community was
crazy, wild, political, passionate. Deeply
fun. It was lived politics and generated
abiding friendships and networks.
There was a whole lotta love. I guess

it was very Euro, but then there were
some powerful women in Canada and
The States. Like Jamaican-Canadian
digital artist Camille Turner. And
Carmin Karasic from the Electronic bit.ly/1Gr1mGw
Disturbance Theatre.


http://www.thing.net/~rdom/ecd/EDTECD.html
http://www.thing.net/~rdom/ecd/EDTECD.html
bit.ly
bit.ly
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EDT did one of the first Distributed
Denial of Service (DDoS) actions

— Floodnet — circa 1998, way
before Anonymous, in solidarity
with the Mexican Zapatistas. Their
action provoked the US military

into retaliating against the DDoS
participants by launching hostile
Java applets back to their computers,
crashing them. I know, I was

online in New York participating in
the DDoS at the time. The military’s
involvement only came to light later.

We honored the lineage of
Cyberfeminism—naturally Donna
Haraway with her cyborg/goddess
dichotomy was one of our sheroes.
Others who were working in the field
at the time were people like Brenda
Laurel, Sherri Turkle’, Allucquere
Roseanne Stone ™.

Irreverence, agency, power, sexuality,
intensities, guerilla feminism, porn,
humour, music. Post-punk/still punk.
The abject and subversion of the clean
and proper body. These were some

of the hallmarks of our productive
approaches, influences and methods.

bit.ly/12A8sv4

bit.ly/13eiNOG

"bit.ly/16cxcf6

" bit.ly/12A8HGC


http://en.wikipedia.org/wiki/Donna_Haraway
http://en.wikipedia.org/wiki/Donna_Haraway
http://en.wikipedia.org/wiki/Brenda_Laurel
http://en.wikipedia.org/wiki/Brenda_Laurel
http://www.mit.edu/~sturkle/
http://en.wikipedia.org/wiki/Sandy_Stone_(artist)
http://en.wikipedia.org/wiki/Sandy_Stone_(artist)
bit.ly
bit.ly
bit.ly
bit.ly
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VNS Matrix postcard, depicting their concept of "G-Slime," 1994.

Image via Virginia Barratt.
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Josephine Starrs:

DEEP LAB

It appeared that few women were
playing computer games in the early
nineties. One reason for this is that the
games industry ignored women and
girls for more than a decade, fearing
that if girls joined the fun, the boys
would be unhappy about losing their
exclusive boy-zone.

So VNS Matrix had fun making our
own art games for public exhibition,
hacking the game engines, slashing
the dominant game narratives and
critiquing the content of game culture
with humor.

From the enormous positive responses
and feedback we received from young
women artists and gamers from both

in Australia and internationally, it

was obvious that many women were
really annoyed with being actively
excluded from game culture, which was
obviously becoming a huge cultural
force.
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Still from All New Gen. Image via Josephine Starrs.
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Virginia Barratt:

Francesca da Rimini:

DEEP LAB

What happened to cyberfeminism?
Why did the movement die out? What
happened, of course, was that the
narratives around liberation from
racism, sexism and so on in the brave
new virtual world were promises
which were empty. New strategies
needed to be developed for battling
rampant bullying, bigotry, hatespeech
and so on. Cyberfeminisms deployed
multifariously and the idea of a
*movement* was no longer relevant.

I think the political and cultural ideas

that this movement inspired continue

to evolve and shapeshift. Check out the
Bloodbath collaboration with a roller  bitiy/1shmory
derby team for example. That could be

read as a cyberfeminist intervention.

Chicks, machines, extreme sports. Or

the growth of female hacker clubs,

workshops and events like G.hack and  bitiy/1uruwer
Genderchangers. In the global South ity 1wherux
there are many projects fostering a

critical socially-engaged technological

literacy, and women are driving and
participating in many of these. Such

projects don’t need to be labeled
"cyberfeminist,"” but they embody some

of the cyberfeminist ethos and attitude.


http://www.bumpp.net/
http://www.bumpp.net/
http://www.bumpp.net/
http://ghack.eecs.qmul.ac.uk/?p=979
http://www.genderchangers.org/links.html
http://www.genderchangers.org/links.html
bit.ly
bit.ly
bit.ly

Virginia Barratt:
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I think VNS Matrix was doing a job.
And in a cultural space that was

coded as heavily masculinist, our

job as female-identified people, and

as feminists, was to overthrow the
gatekeepers in order to access a
powerful new technology which had
huge implications for domination

and control by the patriarchy and by
capitalist systems. We did what we had
to do at the time. Then our job was
done. Leave the definitions to someone
else.

Later, the field became itself more
fully, and was able to address the
layered political aspects of the
cultural conditions of the information
technology field—but at the time we
just needed to be fast and fierce and
overthrow the gatekeepers. We had to
break the safe.
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Francesca da Rimini:

DEEP LAB

Cyberfeminism is one of many feminisms,
and feminism has not gone away.
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We live in dark times. Some of us are just becoming aware of
the global struggle, others can't feed their children. The state of
capitalism is this: you work for $10 an hour for 35 hours a week
on a schedule that constantly changes. How to live a life.

And yet! There's an app for that. Monitor your heart rate and
the DNA of your future progeny, swipe left on all the men in an
entire city, ignore an advertisement for :25 seconds so you can
talk to your friends. Every part of you is a liability, all problems
are potential profit. The fish in the ocean will be gone by 2050.

I want to tell stories of survival, of living here, on this planet, in
this time. Of fighting with eyes open and learning technology
with a heart hurting. Stories of life, of forgiveness, of healing,
of what can be, are rare. The darkness has not overtaken
completely. What is left, despite all odds, is a kernel of human
kindness.

Three years ago in December 2011, the NYPD was in its final
stages of dismantling Occupy Wall Street. I was sleeping on

my friend Ashley's couch, escaping a bedbug-infested living
room I was crashing in after a friend had bailed on apartment
searching, desperately searching Craigslist for a new place to
live. The world was erupting. I had gone to Occupy Wall Street
at the end of the first week of its existence that September. I
survived by occasionally grabbing food from the Occupy kitchen,
the square space in the center of Zuccotti Park. I slept there a
couple times. The kitchen had no running water but it had still
been graded by the New York Department of Sanitation as safe.
Actually, I don't know if it was actually graded, but there was a
big "A" on a sign. The food was provided by generous donations
from kind folks around the world and also New Jersey. There
were raucous infiltrators and a drum circle.
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We were changing the world. The NYPD barricaded the bull

and kept it barricaded for years henceforth. We were pepper
sprayed, arrested and beaten. To escape, I would retire to
Ashley's couch and binge-watch Friday Night Lights, a sappy and
innocuous story about love and high-school football in a small
town in Texas. Wall Street was guarded. There were free clothes
and doctors. After about a month, the NYPD started dropping off
drug addicts, the recently-released from Riker's Island prison,
and homeless people a couple blocks away and telling them to
get free food at Zuccotti. Occupy was a beautiful horror: frenetic,
chaotic, pure. It changed my life.
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In the middle of this, I applied to graduate school.

Occupy was shut down in a series of federally-coordinated raids.

I went on a bike tour, by myself, from Boston to Prince Edward
Island and back.

On my bike tour, like during Occupy, I had to talk to and trust
strangers. There was no algorithm that could save me when I
was biking without cell service and had to find a place to sleep.
One day, after crossing the border at Lupec, Maine to Campobello
Island, taking a ferry and then struggling up the hills of Deer
Island, I was stuck. The ferry taking me to New Brunswick
existed, but the campground didn't. It was getting dark.

An older man offered to drive me to the other side of the island,
to a campground I had passed ten hilly miles earlier, but he and
his wife ended up feeding me and putting me up in daughter's
room, a daughter already grown and gone. He was old, and born
and raised on the island.

Fast forward three years.

[ am neither a Luddite nor a cyborg. I learned how to code
because I didn't want a bunch of dudes in Silicon Valley telling
me what to do.

I'm teaching a "Critical Theory of Technology" class at the School
for Poetic Computation, an artist-run school in New York. I'm
teaching critical theory to makers and technologists because we
need to know our history. We're not coding in a vacuum. Many
of today’s most powerful tech creators had a utopian vision that
the increased interconnectedness of global telecommunications
infrastructure would lead to a more equitable society. Instead,
we're left with a massive centralization of wealth and power for
a handful of people.
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What is going on? And how do you pay rent?

When we talk about technology, we talk about people, money
and power. The dominant marketing pitch is that more and
better algorithms are the answer to saving ourselves. But they’re
not the answer for saving one another. We are.

Take care of each other. We have the world to win.
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The revolution will not be tweeted

(but if it is, please use this hashtag)

If you have nothing to hide, you have nothing to fear
(except drones)

Encryption works

(except when it doesn't, in which case you're fucked)
Everyone has the right to freedom of speech

(except terrorists, and we'll decide who's a terrorist
<em>thank you very much</em>

and well, frankly, anyone whose politics we don't like)
Harassment will not be tolerated

(unless it comes from us)

Lean in!

(so they can see your cleavage better)

Check this box if you agree with the terms and conditions
(which we know you didn't read)

We will not share any of your personal information
(well, you know, except with the NSA and GCHQ and maybe the Mossad)
Rest assured, your data is safe with us.
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DEEP LAB

We have been taught to fear predators in society — the suicide
bombers, the high school shooters, police forces armed with the
machinery of war. But on a macro level, parasites are far more
pernicious. While predators are lethal, they lack ambition. They
kill and move on. Parasites, on the other hand, move right in.

Parasites have no life of their own. They live off their hosts,

a strategy which also neatly describes the non-consensual,
co-dependent relationship between data brokers and us, their
“brokees.” Unless you were into technology in the 1980s, you
probably don’t remember the invasion of the first generation
of these data parasites. They moved in and latched on while the
transition to digital technology was in full force, as companies
came to realize that computers provided a powerful new toolkit
for data collection and analysis.

Opportunistic in the way of all
parasites, this new breed of
entrepreneurs saw the end of
the line for the old, static mail-
ing list business, and imagined
how much more money could
be made by computerizing
them. Digital lists -- now called
"databases" -- were simple to
combine with other lists and
easy to sort for specific infor-
mation, all without paper or
printing costs. Before long,
databases of public and private
information were available
that contained wide-ranging

and very personal information
— people’s names and ad-
dresses, husbands, wives, and
exes, children, parents, credit histories, criminal records, Social
Security numbers, spending patterns, phone numbers, insurance
companies, accident reports, ad infinitum.


bit.ly
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Right from the start, the data suckers were unencumbered by a
moral compass that might oblige them to ask permission before
selling our information. Most of the data they collected were
from public records, so they were not obliged to ask. But they did
not mention that technology allowed all these records to be as-
sembled into an unofficial dossier, accessible in a few keystrokes,
that was far more revealing than a single file from any one place.

And this was before smart phones with cameras and GPS track-
ers, and social media, and cookies, and purchase-tracking cards
at the supermarket, and advertising networks that know and tell
everywhere you've been on the web.
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SETTING THE HOOK

Given how much of our personal data is flying around online to-
day, it’s hard to imagine what it was like when the parasites were
first setting their hooks.

In 1987, the BBC provided a window onto that time with a doc-
umentary titled Secret Society. In Episode 2 of the series, “We’re
All Data Now: Secret Data Banks,” reporter Duncan Campbell
invited a few Saturday shoppers in the town square to type their
names into a computer connected to an online database. He then
recorded their reactions to what they saw.

Interview subject reacts to seeing her name, her husband’s name and address, accessed

from a commercial database.

The screen on the left is the sum total of information stored in
the commercial database about Anne Watson and her husband,
Martin Hawkins: name, address, and polling place. Watson’s
reaction? “That’s disgusting. I don’t see why anyone should have
access to that kind of information.”
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Imagine her reaction today, if she saw this website:
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As usual, the U.S. was light years ahead in the commercial
exploitation of its citizens. Just one year after Secret Society
aired, in 1988, American Express announced that it was “betting
the ranch” on its $100 million Genesis Project. According to a
company vice president, the program’s goal was to “make sure
the company's nearly 300 mainframes and minicomputers can
create dossiers” on the tastes of its cardholders.

If a customer was traveling to Paris, American Express would
generate a personalized itinerary “before he even gets there,”
according to a company vice president. “We'll know his taste

in restaurants, special interests and shopping, and we could
work with establishments to arrange even big-ticket purchases.”
Apparently their customers can’t figure out what they want to
buy on their own.
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THEY ARE EVERYWHERE. FOR NOW, ANYHOW

The Genesis Program was one of the first public instantiations

of “database marketing,” a euphemism for “using the personal
information you didn’t know you were giving us (and wouldn’t
have, had you known) to send you advertisements that are tar-
geted at you directly.” Before the commercial Internet and World
Wide Web, as mentioned earlier, that list included names and
addresses, partners and exes, children and parents, credit histo-
ries, criminal records, et al. But now, add to that list:

The drugs you take

The websites you visit

The chronic illnesses you have

The subjects of the emails you send
The comments you leave on blogs
The movies and TV shows you watch
The books you read

The cafe are walking past

The restaurants you like, or don’t
The shoes you buy (or want to buy)

sections = @he Washington Post sign1
CEO’s daughter loses job after ‘nut rage’
incident on Korean Air flight
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Cho Hyun-ah, also known

as Heather Cho, was a vice
president at Korean Air. She holds
a bachelor's degree from Cornell
University and an MBA from the
University of Southern California,

and is the eldest daughter of
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And, in one of the great betrayals of the online community, what
you type into your search engine is on the list as well.

All three of the major search engines now own online advertising
companies. Google’s CEO stated an interview that people (read:
“our customers,” which by the way is not you or me) should think
of Google “first as an advertising system”, then as a provider of
“other kinds of services,” ostensibly including search. The search
function is merely a traffic generator for their ads.

If that isn’t comprehensive enough, the reach of the data
parasites has extended to smart phones and tablets. “Proximity
marketing” distributes ads to people in a particular location
(ostensibly if they wish to receive them). They can find you by
which cell tower you’re closest to, or by your Bluetooth or WiFij,
or your GPS.

The parasites who are very good at all these tactics are engaged
in yet another euphemistic activity —“customer nurturing” —
which communicates with each target at the right time, using the
right information to yield the purchase.

YOU ARE (NOT) YOUR CUSTOMER LIFETIME VALUE

And what do these fat little data leeches make from all this in-
formation we’ve “given” them? They get to calculate what we’re
worth to them, a.k.a. our “Customer Lifetime Value,” a.k.a. CLV.

Reminiscent of the equally sensitive economics term “value of
a statistical life” (VSL), customer lifetime value is “a prediction
of the net profit attributed to the entire future relationship with
a customer.” According to marketers, this is a very important
calculation because it represents how much money they should
spend on you, before you cost them more than you are worth.
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Somewhere between now and the time you die, companies may
also use your personal information to segment you into sub-cate-
gories based on when you last bought something, and how much
it cost, and how frequently you buy things. Or they may use it to
predict what marketing tactics you will respond to. For instance,
which of these very important magazine covers will you pick up
in line at the grocery store?
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One of the excuses that data parasites use for their collection
habits is that audiences spurn “traditional” advertising and tend
to leave the room, either physically or psychologically, during ad
time. They believe they can circumvent this aversion by know-
ing even more about us. A he term for this particular invasion

is “consumer relationship marketing,” cultivating a relationship
with a company that encourages consumers to give up informa-
tion that can help the company fine-tune discriminatory sales
pitches, and to make sure that we don’t somehow tune them out.
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Parasites and hosts can and do evolve together, as long as the
parasite doesn’t take things too far. But once the hosts have had
enough, they can start the rejection process. They can scratch
away the tick, pull off the leech; we can shut them out, cut off
their data supply. Once we reject their "nurturing,” they will try
even harder to stay attached. But if we persist, they will have no
choice but to move out, and move on.

This persistence requires a change in roles. Most of us didn’t
choose this co-dependent relationship with the data parasites,
but many of us did choose the convenience that in turn sacrificed
our privacy. But now we have the tools to become predator to

the parasite. Code is code. They used it to invade. We'll use it to
subvert the invasion.

Until this week, until Deep Lab, I didn’t think it was possible. But
the women in this group — wh<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>